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**QUESTION: 1**
**DRAG DROP**
Drag the security features on the left to the specific security risks they help protect against on the right. (Not all options are used.)

<table>
<thead>
<tr>
<th>Feature</th>
<th>Risk</th>
</tr>
</thead>
<tbody>
<tr>
<td>access group</td>
<td>remote access to device control</td>
</tr>
<tr>
<td>console password</td>
<td>access to the console line</td>
</tr>
<tr>
<td>enable secret</td>
<td>access to connected networks or resources</td>
</tr>
<tr>
<td>CHAP authentication</td>
<td>viewing of passwords</td>
</tr>
<tr>
<td>VTY password</td>
<td>access to privileged mode</td>
</tr>
<tr>
<td>service password-encryption</td>
<td></td>
</tr>
</tbody>
</table>

**Answer:**

- VTY password
- console password
- access-group
- service password-encryption
- enable secret

**QUESTION: 2**
Refer to the exhibit.
A junior network administrator was given the task of configuring port security on SwitchA to allow only PC_A to access the switched network through port fa0/1. If any other device is detected, the port is to drop frames from this device. The administrator configured the interface and tested it with successful pings from PC_A to RouterA, and then observes the output from these two show commands. Which two of these changes are necessary for SwitchA to meet the requirements? (Choose two.)

A. Port security needs to be globally enabled.
B. Port security needs to be enabled on the interface.
C. Port security needs to be configured to shut down the interface in the event of a violation.
D. Port security needs to be configured to allow only one learned MAC address.
E. Port security interface counters need to be cleared before using the show command.
F. The port security configuration needs to be saved to NVRAM before it can become active.

Answer: B, D

Explanation:
From the output we can see that port security is disabled so this needs to be enabled. Also, the maximum number of devices is set to 2 so this needs to be just one if we want the single host to have access and nothing else.

**QUESTION:** 3
Which set of commands is recommended to prevent the use of a hub in the access layer?

A. switch(config-if)#switchport mode trunk switch(config-if)#switchport port-security maximum 1
B. switch(config-if)#switchport mode trunk switch(config-if)#switchport port-security mac-address 1
C. switch(config-if)#switchport mode access switch(config-if)#switchport port-security maximum 1
D. switch(config-if)#switchport mode access switch(config-if)#switchport port-security mac-address 1

**Answer:** C

**Explanation:**
This question is to examine the layer 2 security configuration. In order to satisfy the requirements of this question, you should perform the following configurations in the interface mode:
First, configure the interface mode as the access mode
Second, enable the port security and set the maximum number of connections to 1.

**QUESTION:** 4
How does using the service password-encryption command on a router provide additional security?

A. by encrypting all passwords passing through the router
B. by encrypting passwords in the plain text configuration file
C. by requiring entry of encrypted passwords for access to the device
D. by configuring an MD5 encrypted key to be used by routing protocols to validate routing exchanges
E. by automatically suggesting encrypted passwords for use in configuring the router

**Answer:** B

**Explanation:**
By using this command, all the (current and future) passwords are encrypted. This command is primarily useful for keeping unauthorized individuals from viewing your password in your configuration file.

**QUESTION:** 5
Refer to the exhibit.

```
ACL 10
Statements are written in this order:
A. permit any
B. deny 172.21.1.128 0.0.0.15
C. permit 172.21.1.129 0.0.0.0
D. permit 172.21.1.142 0.0.0.0
```

Statements A, B, C, and D of ACL 10 have been entered in the shown order and applied to interface E0 inbound, to prevent all hosts (except those whose addresses are the first and last IP of subnet 172.21.1.128/28) from accessing the network. But as is, the ACL does not restrict anyone from the network. How can the ACL statements be re-arranged so that the system works as intended?

A. ACDB  
B. BADC  
C. DBAC  
D. CDAB

**Answer:** D

**Explanation:**
Routers go line by line through an access list until a match is found and then will not look any further, even if a more specific or better match is found later on in the access list. So, it is best to begin with the most specific entries first, in this case the two hosts in line C and D. Then, include the subnet (B) and then finally the rest of the traffic (A).

**QUESTION:** 6
Refer to the exhibit.
An attempt to deny web access to a subnet blocks all traffic from the subnet. Which interface command immediately removes the effect of ACL 102?

A. no ip access-class 102 in  
B. no ip access-class 102 out  
C. no ip access-group 102 in  
D. no ip access-group 102 out  
E. no ip access-list 102 in

**Answer:** D

**Explanation:**
The “ip access-group” is used to apply and ACL to an interface. From the output shown, we know that the ACL is applied to outbound traffic, so “no ip access-group 102 out” will remove the effect of this ACL.

**QUESTION:** 7
Which Cisco Catalyst feature automatically disables the port in an operational PortFast upon receipt of a BPDU?

A. BackboneFast  
B. UplinkFast  
C. Root Guard  
D. BPDU Guard
E. BPDU Filter

**Answer:** D

**Explanation:**
We only enable PortFast feature on access ports (ports connected to end stations). But if someone does not know he can accidentally plug that port to another switch and a loop may occur when BPDUs are being transmitted and received on these ports. With BPDU Guard, when a PortFast receives a BPDU, it will be shut down to prevent a loop.

**QUESTION:** 8
When you are troubleshooting an ACL issue on a router, which command would you use to verify which interfaces are affected by the ACL?

A. show ip access-lists  
B. show access-lists  
C. show interface  
D. show ip interface  
E. list ip interface

**Answer:** D

**Explanation:**
Incorrect answer: show ip access-lists does not show interfaces affected by an ACL.

**QUESTION:** 9
**SIMULATION**
A network associate is adding security to the configuration of the Corp1 router. The user on host C should be able to use a web browser to access financial information from the Finance Web Server. No other hosts from the LAN nor the Core should be able to use a web browser to access this server. Since there are multiple resources for the corporation at this location including other resources on the Finance Web Server, all other traffic should be allowed.

The task is to create and apply an access-list with no more than three statements that will allow ONLY host C web access to the Finance Web Server. No other hosts will have web access to the Finance Web Server. All other traffic is permitted.

Access to the router CLI can be gained by clicking on the appropriate host. All passwords have been temporarily set to "cisco".

The Core connection uses an IP address of 198.18.196.65
The computers in the Hosts LAN have been assigned addresses of 192.168.33.1 - 192.168.33.254
Host A 192.168.33.1
Host B 192.168.33.2
Host C 192.168.33.3
Host D 192.168.33.4

The servers in the Server LAN have been assigned addresses of 172.22.242.17 - 172.22.242.30
The Finance Web Server is assigned an IP address of 172.22.242.23.

Answer:
Select the console on Corp1 router
Configuring ACL

Corp1>enable
Corp1#configure terminal

comment: To permit only Host C (192.168.33.3) {source addr} to access finance server address (172.22.242.23) {destination addr} on port number 80 (web)
Corp1(config)#access-list 100 permit tcp host 192.168.33.3 host 172.22.242.23 eq 80

comment: To deny any source to access finance server address (172.22.242.23) {destination addr} on port number 80 (web)
Corp1(config)#access-list 100 deny tcp any host 172.22.242.23 eq 80

comment: To permit ip protocol from any source to access any destination because of the implicit deny any any statement at the end of ACL.
Corp1(config)#access-list 100 permit ip any any

Applying the ACL on the Interface

comment: Check show ip interface brief command to identify the interface type and number by checking the IP address configured.
Corp1(config)#interface fa 0/1

If the ip address configured already is incorrect as well as the subnet mask. this should be corrected in order ACL to work
type this commands at interface mode:
no ip address 192.x.x.x 255.x.x.x (removes incorrect configured ipaddress and subnet mask)
Configure Correct IP Address and subnet mask:
ip address 172.22.242.30 255.255.255.240 ( range of address specified going to server is given as 172.22.242.17 - 172.22.242.30 )

Comment: Place the ACL to check for packets going outside the interface towards the finance web server.
Corp1(config-if)#ip access-group 100 out

Corp1(config-if)#end

Important: To save your running config to startup before exit. Corp1#copy running-config startup-config

Verifying the Configuration:

Step1: show ip interface brief command identifies the interface on which to apply access list.
Step2: Click on each host A, B, C, & D. Host opens a web browser page, Select address box of the web browser and type the ip address of finance web server (172.22.242.23) to test whether it permits /deny access to the finance web Server.
Step 3: Only Host C (192.168.33.3) has access to the server. If the other host can also access then maybe something went wrong in your configuration. Check whether you configured correctly and in order.
Step 4: If only Host C (192.168.33.3) can access the Finance Web Server you can click on NEXT button to successfully submit the ACL SIM.

QUESTION: 10
Refer to exhibit.
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<table>
<thead>
<tr>
<th>3COM</th>
<th>CompTIA</th>
<th>Filemaker</th>
<th>IBM</th>
<th>LPI</th>
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<th>Sun</th>
</tr>
</thead>
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<tr>
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</tr>
<tr>
<td>APC</td>
<td>CWNP</td>
<td>Foundry</td>
<td>Intel</td>
<td>McData</td>
<td>PMI</td>
<td>Symantec</td>
</tr>
<tr>
<td>Apple</td>
<td>DELL</td>
<td>Fujitsu</td>
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<td>Microsoft</td>
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</tr>
<tr>
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<td>GuidanceSoftware</td>
<td>ISC2</td>
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<td>RedHat</td>
<td>TIA</td>
</tr>
<tr>
<td>BICSI</td>
<td>EMC</td>
<td>HDI</td>
<td>ISEB</td>
<td>NetworkAppliance</td>
<td>Sair</td>
<td>Tibco</td>
</tr>
<tr>
<td>CheckPoint</td>
<td>Enterasys</td>
<td>Hitachi</td>
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<td>Network-General</td>
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<td>TruSecure</td>
</tr>
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<td>Exin</td>
<td>Huawei</td>
<td>Legato</td>
<td>Nortel</td>
<td>See-Beyond</td>
<td>Vmware</td>
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<td>Google</td>
<td></td>
</tr>
</tbody>
</table>

and many others.. See complete list Here